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SMALL BUSINESS ADMINISTRATION 

Emergence Capital Partners SBIC, L.P. 
License No. 09/79–0454; Notice 
Seeking Exemption Under Section 312 
of the Small Business Investment Act, 
Conflicts of Interest 

Notice is hereby given that Emergence 
Capital Partners SBIC, L.P., 160 Bovet 
Road, Suite 300, San Mateo, CA 94402, 
a Federal Licensee under the Small 
Business Investment Act of 1958, as 
amended (‘‘the Act’’), in connection with 
the financing of a small concern, has 
sought an exemption under Section 312 
of the Act and Section 107.730, 
Financings which Constitute Conflicts 
of Interest of the Small Business 
Administration (‘‘SBA’’) Rules and 
Regulations (13 CFR 107.730). 
Emergence Capital Partners SBIC, L.P. 
proposes to provide equity financing to 
Intacct Corporation, 125 S. Market 
Street, Suite 600, San Jose, California 
95113. The financing is contemplated 
for working capital and general 
operating purposes. 

The financing is brought within the 
purview of § 107.730(a)(1) of the 
Regulations because Emergence Capital 
Partners, L.P. and Emergence Capital 
Associates, L.P., Associates of 
Emergence Capital Partners SBIC, L.P., 
own more than ten percent of Intacct 
Corporation. Therefore, Intacct 
Corporation is considered an Associate 
of Emergence Capital Partners SBIC, L.P. 
and this transaction is considered 
Financing an Associate, requiring prior 
SBA approval. 

Notice is hereby given that any 
interested person may submit written 
comments on the transaction within 15 
days of the date of this publication to 
the Associate Administrator for 
Investment, U.S. Small Business 
Administration, 409 Third Street, SW., 
Washington, DC 20416. 

Dated: December 3, 2010. 
Sean J. Greene, 
Associate Administrator for Investment. 
[FR Doc. 2010–31675 Filed 12–16–10; 8:45 am] 

BILLING CODE 8025–01–M 

SOCIAL SECURITY ADMINISTRATION 

Privacy Act of 1974, as Amended; 
Proposed System of Records and 
Routine Use Disclosures 

AGENCY: Social Security Administration 
(SSA). 
ACTION: Proposed system of records and 
routine uses. 

SUMMARY: In accordance with the 
Privacy Act (5 U.S.C. 552a(e)(4) and 

(e)(11)), we are issuing public notice of 
our intent to establish a system of 
records, the Central Repository of 
Electronic Authentication Data Master 
File (hereinafter referred to as the e- 
Authentication File) and its applicable 
routine uses. The e-Authentication File 
will maintain personally identifiable 
information (PII) we collect and use to 
verify the identity of persons using our 
electronic services. We discuss the e- 
Authentication File and its routine use 
disclosures in the Supplementary 
Information section below. We invite 
public comments on the e- 
Authentication File. 
DATES: We filed a report of the e- 
Authentication File and its applicable 
routine use disclosures with the 
Chairman of the Senate Committee on 
Homeland Security and Governmental 
Affairs, the Chairman of the House 
Committee on Oversight and 
Government Reform, and the 
Administrator, Office of Information 
and Regulatory Affairs, Office of 
Management and Budget (OMB) on 
December 8, 2010. The e-Authentication 
File and applicable routine uses will 
become effective on January 13, 2010, 
unless we receive comments before that 
date that require further consideration. 
ADDRESSES: Interested persons may 
comment on this publication by writing 
to the Executive Director, Office of 
Privacy and Disclosure, Office of the 
General Counsel, Social Security 
Administration, 3–A–6 Operations 
Building, 6401 Security Boulevard, 
Baltimore, Maryland 21235–6401 or 
through the Federal e-Rulemaking Portal 
at http://www.regulations.gov. All 
comments we receive will be available 
for public inspection at the above 
address, and we will post them to 
http://www.regulations.gov. 
FOR FURTHER INFORMATION CONTACT: Neil 
Etter, Social Insurance Specialist, 
Disclosure Policy Development and 
Services Division I, Office of Privacy 
and Disclosure, Office of the General 
Counsel, Social Security 
Administration, 3–A–6 Operations 
Building, 6401 Security Boulevard, 
Baltimore, Maryland 21235–6401, 
telephone: (410) 965–8028, e-mail: 
neil.etter@ssa.gov. 

SUPPLEMENTARY INFORMATION: 

I. Background and Purpose of the e- 
Authentication File 

A. General Background 

We provide electronic services, such 
as our automated telephone and Internet 
applications, for persons doing business 
with us. When users choose our 
electronic services, they must provide 

their PII. We use their PII to verify their 
identities. Upon successful verification, 
we are able to recognize the users’ 
identities and authorize them to 
conduct business with us electronically. 

The e-Authentication File supports 
our agency’s objectives to expand 
electronic services and to provide strong 
and secure authentication procedures. 
For security reasons, we must be able to 
determine, with confidence, persons are 
who they claim to be each time they 
choose our electronic services. The e- 
Authentication File will capture the 
data we need to verify users’ identities. 

B. Collection and Maintenance of the 
Data Covered by the e-Authentication 
File 

We will collect and maintain the 
users’ PII in the e-Authentication File. 
The PII may include the users’ name, 
address, date of birth, Social Security 
number (SSN), phone number, and 
other types of identity information (e.g., 
address information of persons from the 
W–2 and Schedule Self Employed (SE) 
forms we receive electronically for our 
programmatic purposes as permitted by 
26 U.S.C. 6103(l)(1)(A)). We may also 
collect knowledge-based authentication 
data, which is information users 
establish with us or that we already 
maintain in existing Privacy Act 
systems of records. 

We will maintain the data necessary 
to administer and maintain our e- 
Authentication infrastructure. This 
includes management and profile 
information, such as blocked accounts, 
failed access data, effective date of 
passwords, and other data that allows us 
to evaluate the system’s effectiveness. 
The data we maintain also may include 
archived transaction data and historical 
data. 

II. Routine Use Disclosures of Data 
Covered by the e-Authentication File 

A. Routine Use Disclosures 
We propose to establish the following 

routine use disclosures of information 
from the e-Authentication File: 

1. To the Office of the President in 
response to a request the Office of the 
President made at the request of the 
subject of a record or a third party acting 
on the subject’s behalf. 

We will disclose information under 
this routine use only when the Office of 
the President indicates it is requesting 
the record on behalf of the subject of the 
record or a third party acting on the 
subject’s behalf. 

2. To a congressional office in 
response to a request from that office 
made at the request of the subject of the 
record or a third party acting on the 
subject’s behalf. 
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